
Information security policy 

NRS promotes high-quality, high-efficiency logistics services in consideration of ensuring 

information security in the development of comprehensive logistics business centered on chemical 

products and its associated businesses. 

1. Information Security Management System (ISMS) 

Those who handle information assets, such as officers and employees, recognize the 

importance of protecting information assets from risks such as leakage, damage, loss, etc., 

and establish an information security management system. We set goals to ensure 

information security and carry out activities to maintain information security such as 

confidentiality, integrity, and availability of information assets. 

2. Compliance with related laws and regulations 

In order to protect information assets, we will perform business in accordance with the 

information security policy, and will comply with laws, regulations and other norms related to 

information security, and contracts with customers. 

3. Response to events and accidents that occur in information security 

In addition to taking appropriate preventive measures against events and accidents that occur 

in information security, in the unlikely event that they do occur, we establish a response 

procedure to minimize damage in advance, and respond promptly in the event of an 

emergency. In addition, we will take appropriate corrective action. 

4. Continuous improvement 

We will continuously review and improve the information security management system. 
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